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Judge Trapped by White House State Secrets Defense in
Wiretapping Case
President Obama has placed a federal judge
in an “inescapable, paradoxical situation” in
a case challenging the federal government’s
authority to hide warrantless wiretapping
behind a “state secrets” shield, the judge
said at a hearing on December 14.

During a hearing at the Phillip Burton
Courthouse in San Francisco that lasted
more than three hours (accurately described
by Wired as “nuanced and esoteric”),
presiding U.S. District Judge Jeffrey White
listened to arguments for and against a
motion filed by the Obama administration
Justice Department calling on the court to
dismiss the case, arguing that should the
matter proceed, protected state secrets
would be disclosed.

In the government’s motion to dismiss the class action suit challenging the nearly unlimited scope of
the domestic surveillance agency’s monitoring of citizens’ electronic communication, attorneys for the
Obama administration argued that it would use the authority granted it under the Terrorist Surveillance
Program only when “absolutely necessary” and that disclosing the information requested would require
it to reveal protected state secrets.

The plaintiffs in the case — Jewel v. NSA — are a group of AT&T customers who accuse the NSA,
former President George W. Bush, and Dick Cheney among others of illegally using “a shadow network
of surveillance devices … to acquire the content of a significant portion of phone calls, emails, instant
messages, text messages, web communications, and other communications.”

Originally filed in 2008 by the Electronic Frontier Foundation (EFF) on behalf of the plaintiffs, the suit
“is aimed at ending the NSA’s dragnet surveillance of millions of ordinary Americans and holding
accountable the government officials who illegally authorized it.”

On January 21, 2010, U.S. District Court Judge Vaughn Walker granted a motion to dismiss filed by the
Obama administration. Upon appeal, however, the Ninth Circuit Court of Appeals on December 29,
2011 overturned the lower court’s decision and remanded the case to district court for a hearing on the
merits.

In July, 2012, EFF moved to have the court declare that the Federal Intelligence Surveillance Act (FISA)
applies instead of the state secrets privilege; in response, NSA reaffirmed its “state secrets” defense.

NSA’s attorneys in their motion claimed that disclosing the requested information would threaten the
security of the United States. 

“This lawsuit puts at issue alleged intelligence activities of the National Security Agency (‘NSA’)
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purportedly undertaken pursuant to presidential authorization since the terrorist attacks of September
11, 2001,” the NSA says in its response. 

They continued along those same lines:

Plaintiffs allege that the NSA engages in warrantless “dragnet” surveillance by collecting the
content of millions of domestic communications, as well as communication transactional records.
For the past six years, the nation’s most senior intelligence officials, in succeeding administrations,
have consistently advised this court that litigation of plaintiffs’ allegations would risk exceptional
damage to national security, setting forth in detail the matters at issue. 

Plaintiffs, on the other hand, reject the “state secrets” parry, arguing that the guidelines established by
FISA should apply to the unwarranted monitoring of the electronic communications of Americans not
suspected of any terrorist activity.

The FISA Amendments Act was signed into law by President George W. Bush on July 10, 2008 after
being overwhelmingly passed 293 to 129 in the House and 69-28 in the Senate. Just a couple of days
prior to its being enacted, Representative Ron Paul and a coalition of Internet activists united to create
a political action committee, Accountability Now, and conduct a money bomb in order to raise money to
purchase ad buys to alert voters to the names of those congressmen (Republican and Democratic) who
voted in favor of the act.

George W. Bush’s signature was but the public pronouncement of the ersatz legality of the wiretapping
that was otherwise revealed to the public in a New York Times article published on December 16, 2005.
That article, entitled “Bush Lets U.S. Spy on Callers Without Courts,” described the brief history of the
“anti-terrorist” program:

Months after the Sept. 11 attacks, President Bush secretly authorized the National Security Agency
to eavesdrop on Americans and others inside the United States to search for evidence of terrorist
activity without the court-approved warrants ordinarily required for domestic spying, according to
government officials.

Under a presidential order signed in 2002, the intelligence agency has monitored the international
telephone calls and international e-mail messages of hundreds, perhaps thousands, of people inside
the United States without warrants over the past three years in an effort to track possible “dirty
numbers” linked to Al Qaeda, the officials said. 

The agency, they said, still seeks warrants to monitor entirely domestic communications.

The previously undisclosed decision to permit some eavesdropping inside the country without court
approval was a major shift in American intelligence-gathering practices, particularly for the NSA, whose
mission is to spy on communications abroad. As a result, some officials familiar with the continuing
operation have questioned whether the surveillance has stretched, if not crossed, constitutional limits
on legal searches.

Alarming evidence of the NSA’s flagrant and frightening violation of FISA and, more importantly, the
Fourth Amendment’s prohibition on warrantless search and seizures, was provided to EFF by former
AT&T employee-turned-whistleblower Mark Klein. In his testimony, Klein confirmed that AT&T was
using its vast resources to assist the NSA in its wiretapping program.

Klein claimed that a device called Narus was purposely designed to lengthen the reach of the
government’s domestic spying apparatus. Furthermore, Klein said that similar systems were installed in
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Seattle, San Jose, Los Angeles, and San Diego. He told Wired magazine that he exposed the project
“because he does not believe that the Bush administration is being truthful about the extent of its
extrajudicial monitoring of Americans’ communications.” He added,

Despite what we are hearing, and considering the public track record of this administration, I
simply do not believe their claims that the NSA’s spying program is really limited to foreign
communications or is otherwise consistent with the NSA’s charter or with FISA […] And unlike the
controversy over targeted wiretaps of individuals’ phone calls, this potential spying appears to be
applied wholesale to all sorts of Internet communications of countless citizens.

At the December 14 hearing, in describing a hypothetical scenario, Judge White wondered what the
government’s response would be were he to require the NSA to provide proof that no such surveillance
had been conducted.

Justice Department lawyers said complying with such a request would harm national security.

“The court shouldn’t proceed in a matter which would risk disclosure of that information,” said Anthony
Coppolino, Justice Department attorney.

Coppolino went on to claim that failure by Judge White to throw out the case “would impose a manifest
injustice.”

EFF lawyer Richard Wiebe countered, arguing that dismissal of the suit would be devastating to civil
rights. He also claimed that applicable federal wiretapping statutes “displace the state secrets
privilege.”

Video of the proceedings go on to show a 45-minute discussion of that key topic.

At the end of the hearing, Judge White did not issue a ruling and in fact made no mention of when a
decision could be expected. 

He did open the hearing, however, saying that “the court is completely open as to what it might do at
this point.”

It will be worthwhile to note whether Judge White will act in defense of the Constitution where the
Congress has so recently acted in defiance thereof.

Joe A. Wolverton, II, J.D. is a correspondent for The New American and travels frequently nationwide
speaking on topics of nullification, the NDAA, and the surveillance state. He can be reached at
jwolverton@thenewamerican.com.
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